De-identify Structured Data

Datavant offers the simplest, safest, and most
cost-effective way to de-identify structured data
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Secures your data against Guards against protected Retains more data -
regulatory violations by health information exposure HIPAA-certified using
employees or in a security event statistical method
Business Associates

HOW IT WORKS

Datavant’s de-identification engine allows fully configurable de-identification and tokenization of
any data set

f Configured template
Input data gu P Output data
with rules
First Name John Remove Null
Last Name Smith Remove Null
Gender Male Pass through Male
Date of Birth March 27, 1968 Convert to birth year 1/1/1968
Address 5 Pine Street Remove Null
Zip Code 95401 Convert to 3-digit zip area 954
Create token from name,
DOB, and gender AAD0OT
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CASE STUDY

A leading healthcare data analytics provider, focused on helping hospitals reduce total cost of care,
improve quality, and provide better outcomes, uses Datavant to build a database of over 90 million
longitudinal patient records (growing at 1M per month).

The company collects Electronic Medical Records (EMR) from nearly 15,000 disparate data sources
(using 20+ data templates). The company processes several million records per month and delivers
real-time clinical, operating, and financial benchmarks to several hundred medical centers, providers,
and decision makers in a completely patient de-identified HIPAA-compliant manner using Datavant’s
de-identification engine.
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